**Informative Research Product Organizer**

|  |
| --- |
| **Research Topic:** Computer Hacking |

|  |
| --- |
| **Focusing Statement: Computer hackers are not all bad, there are many good hackers as well** |

|  |
| --- |
| **Essential Background Information for Introduction:** Computer hacking is the infiltration of foreign computer systems. Hacker’s have been around since computer started. Hackers are not a new idea, though they are much more known now. Hackers in this day and age are considered bad and evil; people do not understand why they hack. Now there are hackers who just want nothing more than to gain money or get revenge. While these bad hackers exist there are still the good hackers to combat these bad hackers, and we are in need of more good hackers. |

|  |
| --- |
| **Potential Hook/Grabber (**Story, anecdote, quote about your issue**): Hackers are not evil, they do much more good than harm.** |

|  |  |
| --- | --- |
| **Topic 1: What computer hacking is and what they do** | |
| **Explanation** Computer hacking is the infiltration of foreign computer systems. | **Evidence/Quotes:** To be able to hack into computers you must have many skills. Some of these skills include programming languages and also the knowledge of many programs such as password crackers. To hack requires a large amount of knowhow of the types of systems that you are trying to infiltrate. You must have problem solving skills and to be think outside the box along with being very quick about doing both. |
| **Explanation** Many people think that computer hackers are much like a demon of the internet | **Evidence/Quotes:** people think hackersare evil and just want to steal and destroy everything. This is completely not true. According to article on CQ research by Marcia Clemmitt computer hacking started in Universities, kids just accessing the computers at times passed when they were allowed. Now this may be considered wrong to break the rules, but with what the kids did while they were infiltrating the computers is much more helpful. They began to write programs for the computers and added more ways to use the computer. They even found ways to actually make the computer run faster through programming. How can someone who is evil create so much good? They can't hackers originated with the creation of things rather than destruction. |
| **Explanation** | **Evidence /Quotes:** |

|  |  |
| --- | --- |
| **Topic 2:** Motivation - negative | |
| **Explanation** Some hackers try to harm others. | Evidence/Quotes: Many hackers use viruses, worms, and spyware to attack people. They use their skills to create programs that will attack your computer without them having to do anything at all. They also create viruses called Trojans that mask themselves as other things so that they will be allowed into your computer through computer security systems. These many malicious programs are some things that hackers do to harm others. |
| **Explanation** Others just hack to steal. | Evidence/Quotes: Hackers will go into your system or the system of companies to access credit card information. They will also take peoples contact information and sell it to people like telemarketers. |
| **Explanation** Not all hackers are good. | Evidence /Quotes: Many hackers use their skills to attack people. They will also use it to get revenge. Hackers will take down websites; turn off servers and a variety of other things to get back at companies for wronging them. |

|  |  |
| --- | --- |
| **Topic 3:** Motivation - Positive | |
| **Explanation:** Hackers love to hack. | There is no more reason to become a computer hacker than that. Many hackers do great things through their love of hacking. Many “hackers” created free software for people to use rather than big name brands. An example of this is OpenOffice which is a spinoff of Microsoft Office. Programs like OpenOffice are all over the internet because of hackers who just want to help people. |
| **Explanation:** Companies want to have these good hackers to work for them and to pay them. | Over the years many hackers have used their skills to find problems in company cyber-security and thus informed them of this problem so that they may fix it. Hackers such as these are now being hired so that they may do this on a more regular basis and for money rather than just to see what they can do. Hackers do not just want to destroy or create, many are just curious of what exactly their capabilities are. |
| **Explanation:** Many hackers like to see what they can do, find out there potential. These hackers try to hack some of the most secure places that they can. | Some hackers try hacking things like the government and NASA wondering if they can get into the system and get out with being traced. When these hackers are caught, they aren't thrown in jail, they are offered a position of hacker there systems to find leaks. |

|  |  |
| --- | --- |
| **Topic 4:** Why hackers are needed | |
| **Explanation Many hackers help companies already for free.** | **Evidence/Quotes:** Many hackers create programs for free and distribute them just because they enjoy what it is they do. Companies are starting to want hackers like this to work for them. They want to pay these people to more regularly do these things, such as making programs. Companies also want hackers to take control on their security. They want to use the hacker’s skills to protect their systems. With the amount of viruses and dangers around on the internet having a person to run security for your company is very import. |
| **Explanation Many uses that hackers have.** | **Evidence/Quotes:** We should use these people skills to our advantage to protect against the ones that want to do something malicious. We also should use their skills when it comes to programming and the creation of many things. These people are not bad they are the people who want nothing more than to help others. Rather than using their intelligence to attack people, they want to use it to help them |

Still need more sources to get better specific quotes, only really using evidence from my sources. I need to find sources do not just help my topic but actually have specific things that prove my ideas. Trying to add quotes makes me realize just how much more research I need to do, I used too many of my own ideas and knowledge. Now that I know what it is I want to talk about I can find sources to prove my ideas.
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